В России появилась новая схема телефонного мошенничества - она направлена на держателей зарплатных карт.

Злоумышленники рассылают поддельные SMS-сообщения о принудительных удержаниях из заработной платы.

Мошенники используют массовую рассылку фальшивых банковских уведомлений, в которых сообщают о якобы предстоящих обязательных вычетах из заработной платы в пользу специальной военной операции на основании несуществующего распоряжения правительства.

Схема работает через рассылку сообщений с официально выглядящими ссылками, при переходе по которым злоумышленники получают доступ к банковским картам жертв. Мошенники предлагают получателям отказаться от фиктивных ежемесячных взносов через переход по вредоносным ссылкам.

Злоумышленники тщательно имитируют официальные банковские уведомления, что повышает вероятность доверия со стороны получателей сообщений.

Прокуратура района призывает граждан проявлять бдительность и не реагировать на подозрительные сообщения о несанкционированных удержаниях из заработной платы. При получении подобных SMS рекомендуется немедленно связываться с банком по официальным каналам связи.